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ABSTRACT

The article is devoted to the problem of checkability of the circuits as an essential element in ensuring the functional safety of
informational and control safety-related systems that monitoring objects of increased risk in the energy, transport, military, space and
other industries to prevent accidents and reduce their consequences occurrence. The key role of checkability in the transformation of
fault-tolerant structures used in such systems into fail-safe ones is noted. The problems of logical checkability are shown, including
the problem of hidden faults, inherent for safety-related systems in the modern design of its components using matrix structures. It
was proposed to supplement logical checkability with other forms, among which the most promising are power-oriented checkability,
supported by the successful development of green technologies in FPGA (Field Programmable Gate Array) design. The problems of
limited accuracy in the assessment and measurement of temperature, which manifested themselves in the development of thermal
testability and thermal methods for monitoring circuits, are noted. The lower and upper power-oriented checkability of the circuits is
determined by the current consumption parameter. Analytical estimates of the lower and upper checkability of the circuits by current
consumption were obtained considering the peculiarities of their design on FPGA using modern CAD (Computer-Aided Design)
using the example of Quartus Prime Lite 18.1. The threshold values of consumption currents in the methods of monitoring circuits
for detecting faults in the chains of common signals and short-circuit faults within the framework of the lower and upper checkability
are estimated, respectively. Experiments have been performed, to evaluate the lower and upper power-oriented checkability of the
circuits and threshold values for the presented monitoring methods, using the example of a scalable circuit of the shifting register,
designed for FPGA. The dependences of the power-oriented lower and upper checkability of the circuits on the occupancy of the
FPGA chip are shown.
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INTRODUCTION

The most important application of information
technologies is the monitoring of high-risk objects,
which are widely represented in Ukraine and in the
world with powerful power plants, high-speed
transport, space and military systems. Information
technologies of critical application, implemented in

In case of its deficiency, the accumulation of
hidden faults in an amount, exceeding the capabili-
ties of fault-tolerant circuits, is possible.

The problem is that the limitation in the accu-
mulation of hidden faults is provided mainly by
methods and means of logical checking, which iden-
tifies the fault by its manifestation in the form of

computer instrumentation and control safety-related
systems, are a major factor in deterring the risks of
man-made disasters. However, the statistics of the
occurrence of accidents indicates the need to en-
hancement technologies to improve the functional
safety of critical objects.

Functional security is based on the use of fault-
tolerant structures at the system level and its indi-
vidual components. However, fault tolerance does
not guarantee functional safety if the required level
of checkability of circuit solutions is not ensured.
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result error in the process of testing digital circuits or
in their on-line testing. The logical checking of digi-
tal circuits operates within the framework of its cor-
responding logical checkability, for which, at the
present stage of development of safety-related sys-
tems, there is objectively exist a problem of hidden
faults. To limit the accumulation of faults in safety-
related systems, it is necessary to supplement the
logical checkability with other forms.

The successful progress of green technologies
and FPGA design in the development of components
for safety-related systems identifies power-based
forms as promising.
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The aim of the work is to analyze the problems
of logical checkability that stimulate the develop-
ment of other forms, and, as a result, the develop-
ment of power-oriented checkability of FPGA pro-
jects and monitoring energy consumption of the
components of safety-related systems, based on it.

To achieve this goal, the following tasks are
solved.

1) A review of the current level of logical
checkability in critical applications and the reasons
for its limitations is conducted.

2) The concept of power-oriented checkability
is developed, its types that provide monitoring of
current consumption to detect faults in chains of
common signals and short-circuit faults, are deter-
mined and evaluated analytically.

3) Experiments are being conducted to evaluate
the power-oriented checkability of scaled FPGA pro-
jects using the example of a shifting register circuit.

RELATED WORKS

The development and operation of information-
al and control safety-related systems is governed by
international standards in the direction of ensuring
functional safety of both the system and the critical-
ly control object to prevent accidents and reduce
losses in the event of their occurrence [1, 2].

The risk in the area of critical infrastructures is
estimated by the multiplication of the probability of
an incident and the cost of the consequences, which
are directly related to the quantitative and qualitative
development of control objects. Therefore, the con-
tainment of risks requires a constant decrease in the
probability of an accident, i.e. improve safety-related
systems in ensuring functional safety [3, 4].

Safety-related systems differ from conventional
computers in designing for operation in two modes:
normal and emergency. The functioning of the digi-
tal components of the system in these modes, as a
rule, differs by input data [5, 6].

In testing, the logical checkability of digital cir-
cuits is represented by testability, which is structural
in nature, i.e. determined only by the structure of the
circuit [7, 8].

In on-line testing, logical checkability gains de-
pendence on input data and becomes structurally
functional. In critical systems, structurally functional
checkability is converted to dual-mode, i.e. different
in normal and emergency modes due to different
input data [9].

Duplication of logical checkability in safety-
related systems occurs under conditions of low
structurally functional checkability of digital circuits
in normal mode. This leads to the problem of hidden
faults that can accumulate in the circuits over the

course of an extended normal mode in the absence
of input data that manifest them. Accumulated faults
present a real threat to the fault tolerance of digital
circuits in emergency mode, since they can appear
on the emergency input data in an amount that ex-
ceeds their parry capabilities [10].

The lack of confidence in the fault tolerance of
the circuits is manifested in the use of hazardous
imitation modes, which, for the sake of increasing
checkability, recreate emergency conditions and of-
ten lead to them as a result of unauthorized switch-
ing by person or malfunction [11, 12].

In addition, a lack of confidence in digital cir-
cuit fault tolerance indicates an insufficient level of
their logical checkability, which does not allow
fault-tolerant solutions to provide functional safety
for digital components of safety-related systems.

The low structurally functional logical checka-
bility of digital circuits in the normal mode is char-
acteristic of the current level of development of safe-
ty-related systems in their components. The main
reason for this drawback is the design of digital cir-
cuits using matrix structures: parallel adders and
shifters, an iterative array of multipliers and dividers
[13, 14].

Matrix structures, as they grow, reduce the con-
trollability and observability of internal connections
of the digital circuit and in this way significantly
reduce its testability, which is the upper limit of
structurally functional checkability, and that, in turn,
is the upper limit of two-mode structurally function-
al checkability of the circuits [15].

At the present time, matrix structures dominate
in the development of computing. With all their
shortcomings, this dominance takes a protracted na-
ture, because in the past decades a powerful infra-
structure has been created in support of matrix struc-
tures. Methods of design of digital components,
modern CAD, element base, all of them are focused
on design using matrix structures [16, 17].

Therefore, the existing lack of logical checka-
bility must be filled with the development of other
forms of checkability and appropriate control meth-
ods, among which it is advisable to single out pow-
er-oriented approaches.

The success achieved in the development of
green technologies and their use in modern CAD
systems, including FPGA design, testifies in their
favor [18, 19].

It should also be noted their advantages such as
improving the energy characteristics with the com-
plexity of the schemes, which favorably differs from
logical checkability, which in this case decreases. In
addition, power-oriented checkability is not limited
to digital circuits as a logical form, but also applies
to hybrid and analog circuits [20, 21].
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In power-oriented approaches to the develop-
ment of checkability of circuits and control methods,
the focus is on exploring the possibilities of detect-
ing faults in terms of power dissipation, which is
manifested in temperature estimates. This is due to
the availability of temperature measurement with
appropriate sensors in terms of price and their diver-
sity. Research and practice of use cover the areas of
circuit design in the direction of ensuring and improv-
ing thermal testability [22], as well as the develop-
ment of on-line thermal monitoring methods [23].

This direction is being developed in FPGA de-
sign. CAD systems that support FPGA design con-
tain utilities that simulate the circuits for their power
dissipation and the corresponding crystal tempera-
ture. FPGA chips use internal and external tempera-
ture sensors. However, at present time, the accuracy
of temperature assessment by the utility and meas-
urement by sensors is at the level of 0.5 °C. This
significantly limits the ability to detect circuit faults
in terms of power dissipation and temperature val-
ues. More accurate data on power parameters and
their change by faults can be obtained from simula-
tion results performed by utilities, as well as from
sensors in terms of current consumption, characteriz-
ing power consumption at a constant supply voltage
[24, 25].

TYPES OF POWER-ORIENTED CHECKA-
BILITY AND THEIR EVALUATION

The checkability is based on the division of the
values of the monitored code or parameter into two
sets or two areas of possible and impossible values:
values that can be with the correct functioning of the
circuit, and values that occur only under the action
of a fault. Logical checkability operates with the
concept of a set of values of a controlled code, and
power-oriented checkability - with an area of values
of a monitored parameter. This area is represented
by a range of values, i.e. characterized by the small-
est and largest parameter value.

Quantitative assessment of checkability relates
the capacity of a set or the volume of a range of im-
possible values, i.e. their quantity, to the entire quan-
tity of possible and impossible values. This assess-
ment allows you to compare the circuits according to
their inherent ability to identify faults.

The code control method in the case of logical
checkability or the method of monitoring the values
of the controlled parameter in a power-oriented form
detects faults within the specified circuit capability.
In the case of power-oriented checkability, the abil-
ity of the method to detect faults is also limited by
the measurement error of the parameter.

In the power-oriented checkability the parame-
ter is power for which the range of possible values
lies between two areas of impossible values: lower
and higher. Therefore, checkability is represented as
lower and higher, which are described using the
lower and higher areas of impossible values. Moni-
toring methods that detect faults in these areas of
impossible values are limited to the minimum and
maximum possible values of the parameter, respec-
tively.

Power can be represented in two manifesta-
tions: as consumed or dissipated.

The dissipated power is estimated from the
temperature indications, and, as noted above, is
measured with limited accuracy. The consumed
power is estimated by the current consumption, tak-
ing into account the constant voltage, and is meas-
ured with an error in hundredths of a percent. This
significantly brings the capabilities of the power
monitoring method to the power-oriented checkabil-
ity. The following describes the checkability and
power monitoring methods by current consumption.

Lower checkability, which characterizes the
ability to control faults that reduce current consump-
tion, in particular, faults in the chains of common
signals, can be estimated by the formula:

CL = lomin / lp max, 1)

where lowmin, Ipomax — minimum and maximum pos-
sible dynamic components of current consumption,
respectively.

The current consumption Ir of a project on
FPGA consists of the sum of a dynamic Io and a
static Is components. The static component is deter-
mined by the consumption of chip components and
leakage currents, and the dynamic component is de-
termined by the activity of signals in a project. Anal-
ysis of lower checkability shows that it is related to
the dynamic component of the current consumption.
Faults in the chains of common signals can lead to
blocking of a part of the circuit by a violation of
synchronization or general control signals, that sig-
nificantly reducing the number of switching of in-
formation signals. This leads to a decrease in the
dynamic component of the current consumption.

To monitor common signals, the minimum
permissible threshold of the dynamic component
Iomin of the current consumption of the project is
important. The threshold is determined at zero activ-
ity of the project information signals, i.e. when dy-
namic power consumption is entirely determined by
the synchronization signals.

During the operation of the FPGA project, the
consumed current sensor measures its value lu,
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which determines the dynamic component of the
measurement lyp = Iy — Is, where Is — is the static
component, which is determined in the process of
preliminary modeling by the utility in the CAD sys-
tem. Simulation and measurement errors can slightly
increase the value of 1,0 (by 0,01 % — 0,02 %).

The method of monitoring consumed current
detects faults in the chains of common signals when
the condition l,,p < Ipmin iS met.

The dynamic component Ip max is determined at
the maximum possible switching frequency of in-
formation signals, which for the proper functioning
of the project should not exceed 100 % of the syn-
chronization frequency. For real projects, as a rule,
the activity of information signals is much less than
the activity of a synchronization signal, and ranges
from 10 to 20 %. The modeling of the parameters of
power consumption and heat dissipation of the pro-
ject is performed by the appropriate CAD tool for
the default activity of information signals at the level
of 12,5 % of the sync signal.

Higher checkability of circuit supports the con-
trol of faults that increase the current consumption,
which is typical for short-circuit faults, and can be
estimated by the formula:

Ch=(Is — Imax) / (13— Imin), 2)

where: Ig, Imax, Imin — bordering, maximum and min-
imum values of the possible current consump-
tion, respectively.

The current 1z is determined individually for
each project, based on the maximum possible signal
activity for it. This activity exceeds the bordering
values of the synchronization frequencies for the
correct functioning of the project and determines the

old) value of the current consumed, achieved with
proper operation with the maximum possible activity
of internal and input / output signals. Obviously, in
the case of register schemes, this activity cannot ex-
ceed the synchronization frequency in the case of
proper operation.

Thus, the threshold value of the consumed cur-
rent Imax is determined based on two parameters of
the project:

e The maximum possible clock frequency of syn-
chronization signal;

e The maximum possible activity of the project
information signals, which for its proper func-
tioning should not exceed 100 % of the syn-
chronization signal.

The current Iuax is calculated when determin-
ing the energy parameters of the project in the pro-
cess of modeling in CAD, is reduced by the value of
the modeling error (0,01 %) and compared during
the operation of the circuit with the value of the op-
erating current 1, of the circuit, that received from
the sensor. The method of monitoring the consumed
current detects a short-circuit fault when the condi-
tion Iy > Iuax is met.

The Imin current is determined for the project at
the minimum, i.e. zero, input / output and internal
signals activity.

EXPERIMENTAL PART

An experimental assessment of the checkability
that is energy-oriented in terms of the current con-
sumption parameter was carried out for the design of
a shift register with an inverter located at the output
of each bit.

A fragment of the shift register circuit for two

physically permissible limit of the dynamic current  bits is shown in Fig. 1.
consumption, the excess of which leads to violation
of the operating parameters of the chip, in particular,
the maximum temperature of the crystal.
The method of monitoring short-circuits for
power consumption consists in determining for a
particular project the maximum allowable (thresh-
ouTO ——2 ShiftTrig\10:496:RegBit ShiftTrig)\10:495:RegBit B
[1-4] =] buf = buf
D D
D Q~not D Q~not —
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Fig. 1. Shift register
Source: compiled by the authors
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The implementation was carried out on FPGA
Intel Max 10 10M50DAF67217G [26]. The simula-
tion was performed in the Quartus Prime Lite 18.1
CAD system [27]. The energy parameters of the de-
sign were estimated using the PowerPlay Power An-
alyzer utility [28].

The logical element, consisting of the logical
table LUT and the trigger, is the main architectural
component of the FPGA. The matrix of logic ele-

ments and switched connections between them
makes up to 85 % of the chip area. When imple-
menting a shift register circuit, each register bit oc-
cupies one logical element, which contains a trigger
used to save the bit value of the current bit, and the
LUT table to implement the inversion function of
the previous bit.

An example of placing two bits of a shift regis-
ter on an FPGA is shown in Fig. 2.

Fig. 2. Placing two bits of the shift register on the FPGA

Source: compiled by the authors
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‘ LOGIC CELL COMB ) LOGIC CELL COMB )
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k l I

The checkability of the circuits by current con-
sumption for faults in the chains of common signals
and short-circuits was evaluated depending on the
occupancy of the FPGA chip. For this, the design of
the shift register was scaled by designing circuits

with an increase in bit width using 1 %, 10 %, 20 %,
40 % and 80 % of the total number of logic ele-
ments, which for the selected FPGA chip is 49760.
An example of a 40 % fill-up of an FPGA chip
is shown in Fig. 3.

Fig. 3. FPGA chip capacity example

Source: compiled by the authors
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To establish the dependence of checkability of
common signals by current consumption from the
FPGA chip occupancy, the total current consump-
tion I+, as well as its dynamic Ip and static Is compo-
nents for cases of 0, 12,5 % and 100 % of the infor-
mation signals activity were obtained by modeling

using the Power Play Power Analyzer utility for
each scaled shift register design.

The values of checkability C. were calculated
by the formula (1) for each of the scaled design and
the cases when Ipwmax is set with the activity of in-
formation signals at 100 % and 12,5 %. The results
of the experiments are presented in Table 1.

Table 1. The results of experiments to assess checkability C.

Activity of in- Core current consumption, Checkability Ci, %
Percentage of formatlon signals mA At 100 % activi- | At 12,5 % activi-
used logical in % from . . ; .
elements synchronization It b Is ty of mformatlon ty of mformatlon
signal signals signals
0% 28,85 17,07 | 11,78
1% 12,5% 31,99 20,20 | 11,80 41 85
100 % 53,98 42,08 | 11,89
0% 80,75 68,77 | 11,98
10 % 125 % 110,61 | 98,51 | 12,09 22 70
100 % 319,64 | 306,72 | 12,92
0% 141,02 | 128,82 | 12,21
20 % 125 % 201,08 | 188,64 | 12,44 21 68
100 % 621,55 | 607,38 | 14,17
0% 251,81 | 239,17 | 12,64
40 % 12,5% 371,98 | 358,86 | 13,12 20 67
100 % 1213,59 | 1196,72 | 16,88
0% 450,48 | 437,04 | 13,43
80 % 12,5% 690,76 | 676,31 | 14,45 19 65
100 % 2374,60 | 2351,20 | 23,40

Source: compiled by the authors

The table shows a high level of power-oriented
checkability of common signals with a standard level
of activity of information signals and its decrease
with an increase in the chip occupancy and in the ac-
tivity of information signals.

The simulation performed using the Power Play
Power Analyzer utility determined the minimum Iwin
and maximum lIwax current values, as well as the
bordering current Ig for each version of the scaled
design. Values were estimated by setting the maxi-
mum possible switching frequency of the design's

circuit signals. In this case, the crystal temperature
reaches the maximum permissible value of 100 °C.

The maximum synchronization signal frequen-
cy, according to the estimates of the Power Play
Power Analyzer utility, was 250 MHz for all scaled
designs.

The results of the experiments are presented in
Table 2, where for each scaled design of the shift
register are given the corresponding values of the
maximum switching frequency of signals, consumed
currents lg, Imax, Ivinv and the values of checkability

Cn, that calculated by  formula  (2).
Table 2. The results of experiments to assess checkability Cn
Percentage of ;\r/leaxulg;;mos;/vslitcg;?g Consumed current, mA
used logical m'II'oﬂs of t)r/ans't%ns /,sec | | | Checkability Cn, %
elements i i ' B MAX MIN
1% 30000 4450,57 49,28 25,10 99
10 % 6600 7708,30 319,64 80,75 97
20 % 3300 7863,57 621,55 141,02 94
40 % 1700 7972,12 1213,59 251,81 88
80 % 880 8102,73 2374,60 450,48 75

Source: compiled by the authors
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The obtained results show a high level of pow-
er-oriented checkability of short-circuits and its de-
crease with increasing chip occupancy due to a de-
crease in the difference between the bordering Iz and
the threshold Imax current value.

CONCLUSION

The review of the current level of logical
checkability of digital circuits showed its shortcom-
ings in solving the problem of hidden faults, which
is important for ensuring the functional safety of
computer systems in critical applications. This con-
clusion substantiates the development of other forms
of checkability, among which the power-oriented
form receives substantial support from modern CAD

systems in the development of FPGA projects using
the achievements of green technologies.

The obtained estimates of the lower and upper
checkability showed the high potential of this form
for monitoring the current consumption of circuits in
order to detect hidden faults in the chains of com-
mon signals and short-circuits based on changes in
the consumed current beyond the limits of proper
operation.

The performed experiments confirmed the high
level of the studied lower and upper checkability of
the circuits in terms of the current consumption pa-
rameter in the conditions of different chip occu-
pancy.
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AHOTALISA

CrarTIO IPUCBSTYEHO NPOOIEeMi KOHTPOJICTIPHIATHOCT] CXEM SIK ICTOTHOTO €JIeMeHTY y 3a0e3nedeHHi (PyHKIiOHAIBHOI Oe3IeKn
iHpOpMaLIfHIX yHNpaBISIOYNX CHCTEM KPHTHYHOI'O 3aCTOCYBAHHS, IO BHKOHYIOTH MOHITOPHHI OO'€KTiB IiJIBHIIEHOTO PH3HKY B
€HepreTHulll, Ha TPAHCIIOPTI, Y BIHCHKOBIH, KOCMIYHIN Ta IHIIMX Tay3sX UIs 3aro0iraHHs aBapii i 3HIDKEHHS IX HACHiAKiB y pasi
BUHHMKHEHHS. Bif3Ha4aeTbcs KIIOYOBAa pONb  KOHTPOJENPUAATHOCTI B TpaHchopMmamii  BiIMOBOCTIKHX CTPYKTYp, SKi
BHUKOPUCTOBYIOTBCSI B TaKMX CHUCTeMax, B BiaMoBoOesmeuHi. [lokasaHi mpoOlieMH JOTiYHOI KOHTPOJIENPHAATHOCTI, BKIFOYAIOUH
pobiieMy NPUXOBAaHWUX HECHPABHOCTEH, NMPUTaMaHHY CHCTEMaM KPHTHYHOTO 3aCTOCYBAaHHS MPH CY4acCHOMY IPOEKTYBaHHI iX
KOMIIOHEHTIB 3 BHKOPHCTaHHSIM MaTPUYHHX CTPYKTYp. 3alpOIIOHOBAHO IOITOBHIOBATH JIOTiYHY KOHTPOJETIPUIATHICTH 1HIIAMH
(dopmamu, cepes SIKUX 10 HaiOLTBII NepCIeKTHBHUX BiTHECEHA €HepPro-Opi€HTOBAaHAa KOHTPOJIEHPHUIATHICTD, MATPUMAaHa YCITiIIHIM
po3ButkoM 3eneHnx TexHonorii B FPGA (Field Programmable Gate Array) mpoekryBaHHI. BimzHaueHo mpobGieMu oOMexeHOI
TOYHOCTI B OLiHIIi T2 BUMiPIOBaHHI TeMIEPaTypH, IO MPOSBHINCS B PO3BUTKY TEPMAIBHOI TECTOIPUTOAHOCTI i TEPMaJIbHUX METOLIB
MOHITOPHHTY cXeM. Bu3HaueHa HIDKHS 1 BEpPXHSI CHEpro-opi€eHTOBaHa KOHTPOJIEHPHUIATHICTH CXEM IO MapaMeTpy CIIOKHBaHOTO
crpymy. OTpHMaHO aHaJITHYHI OLIHKK HIDKHBOI 1 BEpXHBOT KOHTPOJISTIPHIAATHOCTI CXEM MO CIOKHBAaHOMY CTPYMY 3 ypaxyBaHHSIM
ocobnmBoctel ix npoekryBanHs Ha FPGA 3 Bukopucranusm cydacHux CAD (Computer-Aided Design) Ha npuxnani Quartus Prime
Lite 18.1. OmiHeHi MOpOroBi 3Ha4YeHHS CTPYMIiB CIIOXKMBAHHS B METO/aX MOHITOPHMHTY CX€M IS BUSBICHHS HECIpaBHOCTEH B
JIQHIIOTaX 3araJlbHUX CHTHAJIB 1 HECIIPAaBHOCTEH KOPOTKOTO 3aMHKaHHS B Me)XKaX HWKHBOI 1 BEPXHBOI KOHTPOJIENPHIATHOCTI,
BiZIMOBiIHO. Bynu mpoBeneHi eKCHepuMEHTH 3 OLHKH HIKHBOI 1 BEPXHbOI €HEpro-opi€HTOBAHOI KOHTPOJEHPHIATHOCTI CXeM i
MOPOrOBMX 3HA4YeHb IS TPEJCTaBICHNX METOAIB MOHITOPHHIY Ha HpHKiani crnpoekroBanoi Ha FPGA wmacmtaboBaHOI cxemu
3cyBHOro perictpy. Iloka3aHi 3aJeKHOCTI EHEPro-Opi€HTOBAaHOI HIDKHBOI 1 BEPXHBOI KOHTPOJCHPUAATHOCTI CXEeM BiJI
3anoBHioBaHocTi FPGA uina.

KuarouoBi cioBa: cucremn kpurudHoro 3acrocysanus; FPGA (Field Programmable Gate Array) mpoekTyBaHHS; e€Hepro-
Opi€HTOBAaHA KOHTPOJIEIPHUAATHICTh; MOHITOPUHT CIIOKMBAHOI'O CTPYMY; KOPOTKI 3aMUKaHHS; 3arajlbHi CUTHAIN
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AHHOTAIMUA

Crarbst TIOCBsIIIEHa NPoOieMe KOHTPOJIENPUIOJHOCTH CXEM KaK CYIIECTBEHHOTO DJIEMEHTA B obecrieueHnt (HYHKIMOHAIBHON
0e30MaCHOCTH MH()OPMALMOHHBIX YIIPABJISAIOMMX CHUCTEM KPHUTHUECKOrO IPUMEHEHHS, BBHIOJHSIOMMX MOHUTOPUHT OOBEKTOB
MOBBILICHHOTO PHCKA B SHEPreTHKE, HA TPAHCIIOPTE, B BOCHHON, KOCMHYECKON M APYTMX OTPACIAX IUIsl [PEJOTBPALICHHS aBapuii 1
CHIDKEHUS MX TOCJIEJICTBHI B Cilyyae BO3HHKHOBEHHMs. OTMEYAeTCs KIIOYeBask POJib KOHTPOJEPUIOAHOCTU B TpaHCHOpMALUH
OTKa30yCTOWYMBBIX CTPYKTYp, HCIOJNB3YEMBIX B TAKHX CHCTEMaX, B OTKa3o0e3omacHble. [lokasaHbl MPOOJIEMbI JIOTHYECKOH
KOHTPOJICTIPUTOJHOCTH, BKJIIOYask NPOOJIEMY CKPBITHIX HEHCIPABHOCTEH, MPUCYIIYH) CHCTEMaM KPUTHYECKOTO MPUMEHEHHUs IIpH
COBPEMEHHOM ITIPOEKTUPOBAHUM €€ KOMIIOHEHTOB C HCIIONB30BAHMEM MATPUYHBIX CTPYKTYP. [Ipesio:KeHO JOMONHSATE JIOTUYECKYIO
KOHTPOJICIPUTOHOCTE APyruMu  (hOpMamu, Cpeid KOTOPhIX K Haubonee MEePCIEKTUBHBIM OTHECEHA SHEPro-OpUEHTHPOBAHHAS
KOHTPOJIENPHUIOJHOCTh, MOJUICPKaHHas YCIIEIHbIM pa3BUTHEM 3eieHbix TexHonoruii B FPGA (Field Programmable Gate Array)
poeKTHpoBaHUK. OTMEUEHBI MPOBIEMbI OTPAHIMYCHHOM TOYHOCTH B OLICHKE M M3MEPEHNH TEMIICPATYPHI, TIPOSBUBIINECS B PA3BUTHH
TepMaJbHOM TECTONPUTOJHOCTH M TEPMAIbHBIX METONOB MOHHTOpHHTa cxeM. OmpeeneHa HIKHISL W BEPXHSIS DHEPro-
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OPHEHTHPOBAHHASI KOHTPOIETPUTOIHOCTH CXEM TI0 ITapaMeTpy MOTpedsieMoro Toka. [1oydeHbl aHATNTHYECKHUE OIEHKN HIDKHEH 1
BepXHEW KOHTPOJEIPUTOJHOCTH CXEM II0 MOTpeOIsIeMOMY TOKY C YY4eTOM OCOOEHHOCTel WX mpoektupoBaHusi Ha FPGA ¢
ucrnonp3oBarneM copemennsix CAD (Computer-Aided Design) ua mpumepe Quartus Prime Lite 18.1. OueneHbl mOpOroBbie
3HAYEHHUs TOKOB TOTPEONCHHS B METONaX MOHHTOPHHTA CXeM Ui OOHAPY)KCHHs] HEHCIPABHOCTEH B NEMSX OOIIMX CHIHAJIOB U
HEHUCTIPABHOCTEH KOPOTKOTO 3aMbIKaHWs B paMKax HIDKHEH W BepXHEW KOHTPONECTIPHIOIAHOCTH, COOTBETCTBEHHO. [IpoBejieHbI
9KCTIEPUMEHTBI 110 OLICHKE HIKHEH U BepXHEH 3HEPro-OpHEHTHPOBAHHOM KOHTPOIESTIPUTOMHOCTH CXEM U TIOPOTOBBIX 3HAYCHHUH JUTs
MPEJICTaBIICHHBIX METOIOB MOHUTOPUHTA Ha IIPHMeEpE CIIPOeKTUpOBaHHON Ha FPGA MaciTabrpyeMoii CXeMbl CIIBUTOBOTO PETHCTPA.
IMoka3aHbl 3aBUCHMOCTH JHEPrO-OPHEHTHPOBAHHOW HIKHEW M BEpXHEN KOHTPOIENPHUTOMHOCTH CXeM OT 3amonHsemoctn FPGA
JuIa.

KiroueBbie ciioBa: cucremsl kpurudeckoro npumenenust; FPGA (Field Programmable Gate Array) npoekrupoBanue; SHEPro-
OPUEHTHPOBAHHAS KOHTPOJIETIPHUT OJHOCTD; MOHUTOPUHT TIOTPEOIIEMOrO TOK; KOPOTKHE 3aMBIKAHFST; OOIIME CHTHAIIBI
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